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Abstract 
 
This paper explores problems and potential practices 

for trust building in global inter-organizational software 
development networks. The concept and traditional 
sources of trust are briefly reviewed, and the special 
problems on trust building in networks are analyzed on 
the basis of the theoretical framework. Our empirical 
findings from nine global software development networks 
show that such networks are facing problems because the 
traditional sources of trust do not exist in networked con-
ditions. In such networks, trust may emerge occasionally, 
but maintaining it seems especially challenging. Conse-
quently, building and maintaining trust in globally and 
organizationally dispersed networks seems to require 
supportive practices that compensate the deficient 
sources of trust. On the basis of our empirical data, some 
successful practices in trust building are outlined.  

 

1. Introduction 

Global inter-organizational networks have become in-
creasingly popular in software development [3]. Such 
networks may include, e.g., several subcontractors or 
partners working concurrently with customers across dis-
tances and relying primarily on communication technolo-
gies instead of face-to-face meetings. Work across teams 
and companies is rather interdependent than independent 
and the need to orchestrate the work across the whole 
network is often great. This kind of coordination of work 
in networks creates new challenges and demands: coordi-
nation is simply not possible based on such traditional 
features as direct face-to-face feedback, common experi-
ences, similarity of backgrounds and co-located decision 
making [4]. Instead, alternative ways for facilitating co-
operation and communication must be utilized. In the 
field of organizational behavior a growing attention has 
been paid to the role of trust in such processes: a growing 

body of literature demonstrates the important benefits of 
trust for organizations and their members [1,5,8]. Even 
more importantly, trust is seen as a necessary element in 
facilitating the functioning of networked organizations 
[4,7,11] and global software outsourcing relationships 
[2,9]. 

While on the one hand trust building seems to be a 
promising mechanism for overcoming many difficulties 
related to global software development, it may on the 
other hand be precisely the virtual and global contexts 
that constrain the development of trust between compa-
nies and teams [e.g. 4]. Lack of face-to-face interaction 
and informal communication seem especially troubling.  

The aim of this paper is to first present a theoretically 
motivated empirical analysis of the problems encountered 
in trust building in nine Finnish, global and inter-
organizational software development networks. Second, 
on the basis of the data successful practices in overcom-
ing these problems in trust building are outlined. 

2. Theoretical framework 

2.1. Concept and sources of trust 

For the purposes of this study the concept of trust may 
be best understood as a relationship between parties, not 
as a property of an individual: trust prevails if each of the 
interacting parties acknowledges the right of the other 
parties to assess the competence and the intentions of 
their acts [11]. Trust prevails, if parties after this kind of 
assessment are willing to be vulnerable to – or cooperate 
with – each other based on the belief that the other is 
competent, open, concerned and reliable [8]. In this sense 
trustworthiness of an individual may be a source of trust 
for others, but trust is realized only in action. Without 
shared experiences trust is not likely to survive. 

This type of assessment of trust between parties also 
requires a dialogical, negotiating mode of communica-
tion. In addition, grounds for this kind of trusting orienta-
tion are likely to develop in organizational contexts, 



where work is evaluated and control located at the level 
of the joint project, not at the level of individual contribu-
tions. [11] When these antecedents are evaluated from the 
perspective of global software development networks, it 
seems that shared experiences at the network level may be 
rare, but that a negotiating mode of communication and 
evaluation of work at the level of a joint project are char-
acteristic to some networks. 

According to Kramer [5] traditional sources of trust 
within organizations can be summarized as follows: 
Dispositional trust: Predispositions to trust or distrust 
others tends to be correlated with other personal orienta-
tions and styles. Certain features in the behavior of others 
become associated with stable expectations and it is pos-
sible to extrapolate from earlier trust-related experiences. 
History-based trust: Trust thickens or thins as a function 
of cumulative interaction. Individuals’ judgments about 
others’ trustworthiness are partly anchored on a priori 
expectations about others’ behavior, and these expecta-
tions change as subsequent experience either validates or 
discredits them. Reciprocity in exchange relations en-
hances trust while violation of reciprocity erodes it.  
Third parties as distributors: Third parties are important 
because of their ability to diffuse trust-relevant informa-
tion via informal communication and gossip. On the basis 
of this kind of mediated information it becomes possible 
to transfer expectations of existing embedded relation-
ships to newly formed ones. 
Category-based trust: Common categories function as 
vehicles for perceiving common identities and common 
goals. A shared membership in a salient category 
(woman, researcher) can provide basis for presumptive 
trust and a sense of familiarity. Membership in a category 
is associated with a tendency to attribute positive charac-
teristics to other ingroup members. 
Role-based trust: often it is not so much the person in the 
role that is trusted but the system of expertise that pro-
duces and maintains role-appropriate behavior. In this 
sense trust can be seen also as depending on the system 
that is represented in the role – roles lessen the need for 
repeatedly negotiating trust when interacting with others. 
A related issue here is that serious failures of cooperation 
can occur if novel situations break down role-based habits 
e.g. in organizational crisis 
Rule-based trust: trust based on internalized rules rests 
not on an explicit contract but on socialization into the 
structure and practices of the organization. If socialization 
is high and common principles are well internalized, mu-
tual trust can acquire a taken-for-granted quality. 

2.2. Developmental stages of trust 

Luhmann [6] has presented a useful distinction of the 
antecedent conditions for the development of trust. The 

development of trust can be seen as depending upon two 
previous stages, namely familiarity and confidence. All 
three stages represent qualitatively different modes of 
asserting expectations towards the behavior of others. 
Familiarity is the first necessary condition for the devel-
opment of trust, because no stable expectations can be 
formed towards the strange, which remains mentally un-
controllable. The second condition is the stage of confi-
dence, which depends in turn upon a certain amount of 
familiarity of the target. Confidence is based upon expec-
tations of normal practices, standard operations and defi-
nite norms that are supported by sanctions. Confident 
expectations mean that no alternative ways of doing 
things are actively thought about; instead, a certain sce-
nario is taken for granted. Finally, trust is the stage where 
open negotiation and active search for alternatives be-
come possible, but only if the stages of familiarity and 
confidence are fulfilled and do not let the trusting parties 
down. [6, also 10]  

3. Data and methods 

The data was collected in an interview study that 
aimed at exploring working practices and problems in 
global inter-organizational software development pro-
jects. The focus of the study was on networked projects 
that involve at least two companies: a customer and a 
supplier. Nevertheless, most networks studied involved 
more than two organizational parties.  

The data was collected from nine distributed software 
development networks. In each case the customer com-
pany was Finnish, and all of them, except one, were large 
and nationally well known. Altogether eight customers, 
five subcontractors and ten projects were studied. The 
data consists of taped and transcribed thematic interviews 
of the project personnel and managers (N=44).  

Of the networks, four were developing software prod-
ucts, two developed bespoke systems, and three devel-
oped embedded systems. 

4. Results and discussion 

On the basis of the interviews it seems that most of the 
major problems in networked projects are related to 
communication and the arrangement of cooperation be-
tween companies. Due to problems in these areas, pro-
jects were easily delayed or even failed. In our interview 
study we noticed that companies were very interested in 
networked product and software development, but be-
cause of the fear of possible problems and the lack of 
concrete working procedures they were sometimes hesi-
tant to start that kind of projects. 

Section 4.1 presents the results from the analysis of the 
problems encountered in trust building. The classification 



of problems is based on the framework of potential 
sources of trust presented in section 2.1. 

Section 4.2 outlines the practices found in interviews 
that proved to be useful in tackling the problems. These 
successful practices are classified according to the devel-
opmental stages of trust described in section 2.2. 

4.1. Problems in trust building 

4.1.1. Personal dispositions. The receiver did not always 
know how to interpret the messages (e.g. e-mail) from 
senders in different companies, because the personalities 
and interaction styles of parties remained ambiguous. 
Some persons preferred short-worded mails that went 
straight to the point, but if the receivers had never really 
got acquainted with the sender, they easily thought that 
the sender was not satisfied with their work or did not 
respect their ideas. Situations got worse, if receivers in-
terpreted the messages as including unwarranted com-
manding functions, when after all the case in point was 
that the personal ways of expressing oneself in mediated 
communication differed so significantly. 
4.1.2. Common history. Because of the temporary nature 
of software development networks, the exchange of 
background information was often not sufficient, espe-
cially if companies had not properly planned and docu-
mented what kind of information would be required in 
each development phase. The companies often forgot to 
discuss the available documentation and whom to contact 
in specific issues. If clear organizational charts and face-
to-face meetings were lacking, people did not get to know 
each other’s roles, responsibilities and competences. Thus 
people hesitated to spontaneously give and ask for help. 
In some cases customers made impossible demands to 
subcontractors, who lacked the required background in-
formation; as the subcontractor then presented their own 
solutions to the tasks, the customer claimed that the sub-
contractor was incompetent and had to redo the whole 
task. These kinds of violations of reciprocity led easily to 
a decline in trusting attitudes and motivation. 
4.1.3. Mediating third parties. In collocated projects 
tacit knowledge, positive experiences and reasons for 
successes and failures are spread automatically in various 
informal occasions and conversations increasing the 
awareness of the progress of the project and of possible 
sources of risk and opportunity. However, in the case of 
networks spontaneous transfer of knowledge via third 
parties was often blocked, because no mediating link per-
sons between companies were available. Parties remained 
ignorant about reasons for delays in deliveries and testing. 
Similarly, the causes for changes and some troubling bugs 
remained unclear. This kind of uncertainty aroused suspi-
cions about the positive intentions and motives of other 
parties, ending up in unwarranted accusations towards 

remote teams. The absence of mediating third parties also 
manifested as question overloads. When people did not 
know whom to ask for help, it was typically one salient 
key person (e.g. a system architect) who received a huge 
load of questions. In such cases the work of the contacted 
link person suffered heavily, and crucial information was 
left untransmitted.  
4.1.4. Shared category membership. One obvious prob-
lem was to create a sense of togetherness at the network 
level. In many cases, people from different companies did 
not actually feel that they were working towards a com-
mon goal. Rather, the sub-goals of each site tended to 
conflict with commitment to a common goal. Uncertainty 
existed concerning the limits of confidential information 
that should be withheld from other companies. When in 
doubt, team members preferred to withhold all informa-
tion and not to exchange ideas that would have helped the 
progress at the whole network level. Further, when, e.g., 
subcontractors did not get feedback on the quality of their 
work and could not perceive how their contributions af-
fected the progress of the whole project, it became even 
more difficult for them to identify with a common goal. 
As a consequence, the commitment of the subcontractor 
was weakened and in a couple of cases collapsed totally. 
Problems were raised by the mere dissimilarity of the 
deliverables coming from “alien” sites: in one case testers 
who encountered deficiencies in code coming from an-
other site intentionally made impossible change requests 
and finally refused to test the code from that particular 
site.  
4.1.5. Predictable role behavior. No one of the studied 
networks had established role definitions at the level of 
the entire network. Companies may have had indicated 
roles in their internal processes, but at the network level a 
clear prediction of the behaviour of other people on the 
basis of their roles was not possible. Difficulties were also 
related, e.g., to the contested justification of decisions, 
because the roles did not suggest who had the right to 
decide on issues, especially at lower levels in the organi-
zation. Sometimes developers made confusing changes to 
the core modules of the product, even though that kind of 
tasks were not ascribed to them. At times information 
passed over crucial persons (e.g. an architect) because 
task dependencies were not reflected in the agreed com-
munication relations between roles. 
4.1.6. Internalized common rules. It was quite surpris-
ing that such basic issues as common terms to be used in 
the development process were not always clearly stated. 
Similarly, some parties were for a long time ignorant of 
the true nature of the development process and develop-
ment cycle in other companies. The lack of binding prin-
ciples manifested, e.g., as lacking communication and 
change-request protocols. There was only seldom agreed 
reaction times to received mails, which caused confusions 



in communication. An unclear threshold for changes 
caused unnecessary and overlapping changes. 
4.1.7. Discussion. On the basis of the presented classifi-
cation of problems in trust building it seems that the tradi-
tional sources of trust cannot properly function in net-
worked conditions. There are simply very few natural 
sources of trust that would facilitate the cooperation be-
tween parties. Especially commanding communicative 
acts (e.g. giving orders, asking for help, delegating tasks) 
between parties may lead to difficult situations in absence 
of underlying trusting attitudes. In this sense, the building 
of trust in global software development is something that 
must be intentionally arranged and taken care of. 

4.2. Practices for successful trust building  

The interviewed companies had managed to establish 
some practices that proved to be successful in building 
trust. The practices were rather unsystematically imple-
mented and, accordingly, the results for trust building 
were not optimal. 
4.2.1. Practices supporting the development of famili-
arity. A common kick-off meeting in the beginning of the 
project was a successful way to create initial familiarity 
between the members. Successful kick-off meetings did 
not have to include all the members participating in a sin-
gle event; instead there could be several kick-off meetings 
at different times associated to, e.g., interdependent sub-
projects. The important thing was that those individuals  
who would be changing information or cooperating with 
each other, would get to know each other at the beginning 
of the project. 

In some cases cooperation problems were solved only 
after one party (e.g. the customer) had visited the other 
party’s (e.g. the subcontractor’s) premises and got ac-
quainted with the working process and the nature of the 
encountered problems. In this sense collocated reviews, 
training occasions and joint planning meetings were in-
valuable for both parties, because in these meetings great 
amounts of background information and tacit knowledge 
could be exchanged.  

Other practices that facilitated the development of fa-
miliarity included the establishment and updating of an 
organizational chart for all the members to see, e.g., on 
the project web pages. A useful organizational chart in-
cluded information about project members in all compa-
nies, e.g., names, roles, pictures, and contact information. 
Additionally, salient informing about the project goals in 
the beginning of the project – e.g., in the form of project 
plans or start-up meetings – also provided a ground for 
forming a common identity and vision of the project. 

Together these practices function to create a basis for 
the first step in trust building, namely familiarity. Some of 
these practices may seem quite trivial, but precisely be-

cause of the lack of traditional sources of trust, a proper 
implementation of the aforementioned practices proved to 
be crucial in networked conditions.  
4.2.2. Practices supporting the development of confi-
dence. A tricky issue regarding the development of con-
fidence in the studied cases was to establish binding and 
clear inter-organizational processes and stabilizing struc-
tures across the network. A useful practice in the begin-
ning of the project was a collocated training of the devel-
opment process to be used: things progressed more flu-
ently after the exact meaning of the terms to be used in 
the development process was clearly agreed on between 
parties. Issues that were informed only in writing were 
often improperly internalized. Another related step was to 
give detailed feedback of the encountered deficiencies in 
code. If illustrative feedback of the deficiencies was 
given, perhaps face-to-face by a liaison person, the initial 
failures turned out to be strengths in some cases. Inter-
nalization of the coding and documentation principles 
was better when trained after some insufficient trials. 

Another major area in need of stabilizing practices was 
the arrangement of inter-organizational communication. 
A promising practice that was being developed in a cou-
ple of cases was the allocation of, e.g., task descriptions, 
decision-making rights and responsibilities to specific 
roles. These roles could be linked to matching roles in 
other companies. This way, the interdependencies be-
tween tasks and the exchange of crucial information be-
came more clearly structured, providing a more predict-
able environment for the development work and helping 
people find the correct persons in important issues, pre-
venting effectively both information overloads and infor-
mation blocks. Further, clearly agreed reaction times to 
received e-mails, messages and questions decreased con-
fusion between parties. 

When applied systematically, these practices created 
expectations of normal routines, standard operations and 
definite norms that guaranteed that the process kept on 
going solidly even in the face of problems and unex-
pected changes. In other words, when properly imple-
mented, the practices established confidence, which can 
be seen as the second step on the way to successful trust 
building.  
4.2.3. Practices supporting the maintenance of trust. In 
the cases studied, a successful practice in maintaining a 
trusting orientation was proper informing about the pro-
ject progress to all contributing parties. Mere follow-up 
based on reported working hours did not suffice, since the 
parties wanted to know how their contributions affected 
the progress of the whole project. Instead, feedback about 
the quality and concrete contributions of the deliverables 
was appreciated. When the delivering parties could rec-
ognize, what had gone especially well and what were the 
reasons for possible dissatisfaction, their working morale 



and motivation remained high. Also, the exchange of ex-
periences in the development work across team and com-
pany borders (e.g. chat, phone, e-mail lists) helped to cre-
ate a common understanding and lowered the threshold 
for spontaneous offers of helping acts. When, e.g., devel-
opers learned about the circumstances and difficulties on 
other sites, their suspicions towards the alien deliverables 
were lowered. However, without a supporting manage-
ment policy an open atmosphere was not likely to de-
velop. 
4.2.4. Discussion. When the identified practices are 
viewed from the perspective of trust building, practices 
providing familiarity work as compensators for the first 
four sources of trust by providing knowledge of personal 
dispositions, helping to build a common history, introduc-
ing mediating third parties and identifying salient mem-
berships in shared categories. Second, the practices that 
establish confidence compensate the most obvious defi-
ciencies in the last two source categories by facilitating 
predictable role behaviour and the internalization of 
common rules. Third, if open and negotiating communi-
cation prevail and the parties are willing to inform each 
other about the project progress while also accepting the 
right to assess the contributions of each other, a basis for 
maintaining a trusting orientation is laid down.  

5. Conclusions and future research 

On the basis of both literature and the empirical find-
ings it seems that the conditions associated with distrib-
uted global software development are very demanding, 
because most of the traditional sources of trust don’t exist 
in networked conditions. Consequently, trust in networks 
may emerge occasionally, but maintaining it is especially 
challenging. However, by concentrating properly on the 
practices that support the development of antecedent con-
ditions of trust – familiarity and confidence – in the be-
ginning of projects, trust building may bring out success-
ful results also in the case of geographically and organiza-
tionally dispersed networks.  

The paper provides only initial outlines of the nature 
of problems and possible solutions in trust building. In 
the future our aim is to analyze the nature of the problems 
more thoroughly, e.g., by studying the typical sources of 
problems in different kinds of software development pro-
ject types. We believe that when the challenges of coop-
eration in different project types are understood better, it 
also becomes possible to formulate adequate supporting 
practices for different kinds of networks and projects. 
Nevertheless, since it seems that the traditional sources of 
trust do not exist in networked conditions, it is probable 
that all types of global inter-organizational software de-
velopment projects will benefit from some basic and gen-
eral practices that support trust building. 
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